Social Security（社会保障）专栏

# SOCIAL SECURITY（社会保障）与反诈意识



Social Security（社会保障）冒名顶替诈骗案在美国各地至今仍时有发生。诈骗者使用有针对性的策略诱骗您提供敏感信息或钱财。

如果您收到了可疑的信件、短信、电子邮件或电话，请不要回复。我们希望您能懂得如何识别诈骗，避免上当。

我们绝不会：

* 通过短信或电子邮件发送员工的政府官方身份证件图片。
* 暂停您的 Social Security（社会保障）号。
* 以实施逮捕或采取其他法律行动来威胁您立即支付罚款或费用。
* 要求使用零售礼品卡、电汇、网络货币或邮寄现金进行付款。
* 以承诺增加福利或提供其他援助为条件要求您付款。
* 邮寄或通过电子邮件发送包含您个人信息的“官方”信函或报告。

仅当您选择接收我们的短信，我们才会在下述有限情况下向您发送短信：

* 在您订阅了接收短信更新和通知时。
* 作为我们的安全措施之一，在您访问个人 *my* Social Security账户时。

如果您有未付清的款项，我们将向您邮寄一封信函，列明付款选项和申诉权利。

我们鼓励您访问 OIG 网站 [oig.ssa.gov/report](https://oig.ssa.gov/report/)（仅英文版），举报可疑的 Social Security（社会保障）冒名顶替诈骗和其他 Social Security（社会保障）骗局。您可以访问网站 [www.ssa.gov/scam](https://www.ssa.gov/scam)（仅英文版），了解有关诈骗的更多信息。请将这些信息分享给您的朋友、家人和同事，帮助他们提高对 Social Security（社会保障）冒名顶替诈骗的意识。
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