his/her identity by providing identifying information that parallels information in the record to which notification is being requested. If it is determined that the identifying information provided by telephone is insufficient, the individual will be required to submit a request in writing or in person. If an individual is requesting information by telephone on behalf of another individual, the subject individual must be connected with the Social Security Administration (SSA) and the requesting individual in the same phone call. SSA will establish the subject individual’s identity (his/her name, Social Security number, address, date of birth and place of birth, along with one other piece of information, such as mother’s maiden name) and ask for his/her consent in providing information to the requesting individual.

If a request for notification is submitted by mail, an individual must include a notarized statement to SSA to verify his/her identity or must certify in the request that he/she is the person claimed to be and that he/she understands that the knowing and willful request for, or acquisition of, a record pertaining to another individual under false pretenses is a criminal offense. These procedures are in accordance with SSA Regulations (20 CFR 401.40(c)).

RECORD ACCESS PROCEDURES:
Same as Notification procedures. Requesters also should reasonably specify the record contents being sought. These access procedures are in accordance with SSA Regulations (20 CFR 401.40(c)).

CONTESTING RECORD PROCEDURES:
Same as Notification procedures. Requesters also should reasonably identify the record, specify the information they are contesting and the corrective action sought, and the reasons for the correction, with supporting justification showing how the record is incomplete, untimely, inaccurate or irrelevant. These procedures are in accordance with SSA Regulations (20 CFR 401.65(a)).

RECORD SOURCE CATEGORIES:
Information is obtained mostly from the consultant. Observations of DDS personnel about the consultant, such as the individual’s general promptness in filing reports, may occasionally be found in a consultant’s file.

SYSTEM EXEMPTED FROM CERTAIN PROVISIONS OF THE PRIVACY ACT:
None.
Commissioner shall disclose any record or information requested in writing by the Secretary for the purpose of administering any program administered by the Secretary, if records or information of such type were so disclosed under applicable rules, regulations and procedures in effect before the date of enactment of the Social Security Independence and Program Improvements Act of 1994.

8. To contractors for the purpose of assisting SSA in the efficient administration of the Ticket-to-Work and Self-Sufficiency Program. (These contractors would be limited to the Program Manager, which is directly assisting the Social Security Administration (SSA) in administering the Ticket program, and to Employment Networks, which are providing services to SSA beneficiaries under the Ticket program.)

9. To a Federal, State, or congressional support agency (e.g., Congressional Budget Office and the Congressional Research Staff in the Library of Congress) for research, evaluation, or statistical studies. Such disclosures include, but are not limited to, release of information in assessing the extent to which one can predict eligibility for Supplemental Security Income (SSI) payments or Social Security disability insurance benefits; examining the distribution of Social Security benefits by economic and demographic groups and how these differences might be affected by possible changes in policy; analyzing the interaction of economic and non-economic variables affecting entry and exit events and duration in the Title II Old Age, Survivors, and Disability Insurance and the Title XVI SSI disability programs; and, analyzing retirement decisions focusing on the role of Social Security benefit amounts, automatic benefit recomputation, the delayed retirement credit, and the retirement test, if the Social Security Administration (SSA):

(a) Determines that the routine use does not violate legal limitations under which the record was provided, collected, or obtained;
(b) Determines that the purpose for which the proposed use is to be made:
(i) Cannot reasonably be accomplished unless the record is provided in a form that identifies individuals;
(ii) Is of sufficient importance to warrant the effect on, or risk to, the privacy of the individual which such limited additional exposure of the record might bring;
(iii) Has reasonable probability that the objective of the use would be accomplished;
(iv) Is of importance to the Social Security program or the Social Security beneficiaries; or is for an epidemiological research project that relates to the Social Security program or beneficiaries;
(c) Requires the recipient of information to:
(i) Establish appropriate administrative, technical, and physical safeguards to prevent unauthorized use or disclosure of the record and agree to on-site inspection by SSA's personnel, its agents, or by independent agents of the recipient agency of those safeguards;
(ii) Remove or destroy the information that enables the individual to be identified at the earliest time at which removal or destruction can be accomplished consistent with the purpose of the project, unless the recipient receives written authorization from SSA that it is justified, based on research objectives, for retaining such information;
(iii) Make no further use of the records except:
(1) Under emergency circumstances affecting the health and safety of any individual, following written authorization from SSA;
(2) For disclosure to an identified person, approved by SSA, for the purpose of auditing the research project;
(iv) Keep the data as a system of statistical records. A statistical record is one which is maintained only for statistical and research purposes and which is not used to make any determination about an individual;
(d) Secures a written statement by the recipient of the information attesting to the recipient's understanding of, and willingness to abide by, these provisions.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING, RETAINING, AND DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Records are maintained in magnetic media (e.g., magnetic tapes).

RETRIEVABILITY:
The records are retrieved by the SSN.

SAFEGUARDS:
Only authorized personnel having a need for this information in the performance of their official duties have access to this data under stringent security measures involving guards, building passes and photographs, etc. Access http://www.socialsecurity.gov/foia/bluebook/app_g.htm for additional information relating to SSA data security measures.

RETENTION AND DISPOSAL:
The records are maintained indefinitely.

SYSTEM MANAGER(S) AND ADDRESS(ES):
Social Security Administration, Office of Disability Determinations, 6401 Security Boulevard, Baltimore, Maryland 21235.

NOTIFICATION PROCEDURES:
An individual can determine if this system contains a record about him/her by contacting the system manager at the address shown above and furnishing his or her name. SSN, approximate date and place claim was filed, type of claim (DI, BL, or SSI), and return address.

(Furnishing the SSN is voluntary, but it will make searching for an individual's record easier and avoid delay.) An individual requesting notification of records in person should provide the same information, as well as provide an identity document, preferably with a photograph, such as a driver’s license or some other means of identification. If an individual does not have any identification documents sufficient to establish his/her identity, the individual must certify in writing that he/she is the person claimed to be and that he/she understands that the knowing and willful request for, or acquisition of, a record pertaining to another individual under false pretenses is a criminal offense.

If notification is requested by telephone, an individual must verify his/her identity by providing identifying information that parallels information in the record to which notification is being requested. If it is determined that the identifying information provided by telephone is insufficient, the individual will be required to submit a request in writing or in person. If an individual is requesting information by telephone on behalf of another individual, the subject individual must be connected with SSA and the requesting individual in the same phone call. SSA will establish the subject individual’s identity (his/her name, SSN, address, date of birth and place of birth, along with one other piece of information, such as mother’s maiden name) and ask for his/her consent in providing information to the requesting individual.

If a request for notification is submitted by mail, an individual must include a notarized statement to SSA to verify his/her identity or must certify in the request that he/she is the person claimed to be and that he/she understands that the knowing and willful request for, or acquisition of, a record pertaining to another individual under false pretenses is a criminal offense.
SECURITY CLASSIFICATION:
None.

SYSTEM LOCATION:
Social Security Administration, Office of Telecommunications and Systems Operations, 6401 Security Boulevard, Baltimore, Maryland 21235.
Social Security Administration, Office of Central Operations, Metro West Building, 300 N. Greene Street, Baltimore, Maryland 21201.
Records may also be maintained at contractor sites (contact the system manager at the address below to obtain contractor addresses).

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM:
This system contains a record of each individual who has applied for and been assigned a Social Security number (SSN). Also, each individual who applied for an SSN, but was not assigned one due to the following:
• His/her application was supported by documents which are suspected to be fraudulent and are being verified with the issuing agency, or have been determined to be fraudulent, or
• Fraud is not suspected, but further verification of information on his/her application or additional supporting documents are needed, or
• None of the above applies, but processing of the application has not yet been completed.

CATEGORIES OF IN THE SYSTEM:
• All of the information received on applications for SSNs (e.g., name, date and place of birth, sex, both parents' names, and race/ethnic data) (in the case of an application for an SSN for an individual who has not attained the age of 18, the SSNs of the parents are maintained), and any changes in the information on the applications that are submitted by the SSN holders;
• Information from applications supported by evidence suspected or determined to be fraudulent, along with the mailing addresses of the individuals who filed such applications and descriptions of the documentation they submitted;
• Cross-references where multiple numbers have been issued to the same individual;
• Form code that identifies the form SS–5 (Application for a Social Security Number) as the application for the initial issuance of an SSN, or for changing the identifying information (e.g., a code indicating original issuance of the SSN, or that the application was enumeration at birth);
• Citizenship code that identifies the number holder status as a U.S. citizen or the work authorization of a noncitizen;
• Special indicator code that identifies type or questionable data or special circumstance concerning an application for an SSN (e.g., false identity; illegal alien; scrambled earnings; SSN assigned based on harassment, abuse or life endangerment); and
• An indication that a benefit claim has been made under a particular SSN(s).

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
Sections 205(a) and 205(c)(2) of the Social Security Act (42 U.S.C. 405(a) and 405(c)(2)).

PURPOSE(S):
Information in this system is used by the Social Security Administration (SSA) to assign SSNs. The information also is used for a number of administrative purposes, such as:
• By SSA components for various Old Age, Survivors and Disability Insurance, Supplemental Security Income, and Medicare/Medicaid claims purposes including usage of the SSN itself as a case control number and a secondary beneficiary cross-reference control number for enforcement purposes and use of the SSN record data for verification of claimant identity factors and for other claims purposes related to establishing benefit entitlement;
• By SSA as a basic control for claimed earnings information;
• By SSA as a basic control and data source to prevent issuance of multiple SSNs;
• As the means to identify reported names or SSNs on earnings reports;
• For resolution of earnings discrepancy cases;
• For statistical studies;
• By the Office of the Inspector General, Office of Audit, for auditing benefit payments under Social Security programs;
• By the Department of Health and Human Services (DHHS), Office of Child Support Enforcement for locating parents who owe child support;
• By the National Institute of Occupational Safety and Health for epidemiological research studies required by the Occupational Safety and Health Act of 1974;
• By the DHHS Office of Refugee Resettlement for administering Cuban refugee assistance payments;
• By the DHHS Centers for Medicare and Medicaid Services (CMS) for administering Titles XVIII and XIX claims;
• By the Secretary of the Treasury for use in administering those sections of
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