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1. Present a valid photo ID to receive 
a visitor badge. 

2. Know the name of the event being 
attended: The meeting event is the 
Advisory Committee on Veterans 
Business Affairs (ACVBA). 

3. Visitor badges are issued by the 
security officer at the main entrance. 
Visitors are required to display their 
visitor badge at all times while inside 
the building. 

4. Laptops and other electronic 
devices may be inspected and logged for 
identification purposes. 

5. Due to limited parking options, 
Metro’s Federal Center SW station is the 
easiest way to access SBA headquarters. 
SUPPLEMENTARY INFORMATION: Pursuant 
to section 10(a)(2) of the Federal 
Advisory Committee Act (5 U.S.C., 
Appendix 2), SBA announces the 
meeting of the Advisory Committee on 
Veterans Business Affairs. The ACVBA 
is established pursuant to 15 U.S.C. 
657(b) note, and serves as an 
independent source of advice and 
policy. The purpose of this meeting is 
to discuss efforts that support veteran- 
owned small businesses, updates on 
past and current events, and the 
ACVBA’s objectives for fiscal year 2019. 

Dated: November 8, 2018. 
Nicole Nelson, 
Acting Committee Management Officer. 
[FR Doc. 2018–24896 Filed 11–14–18; 8:45 am] 

BILLING CODE P 

SMALL BUSINESS ADMINISTRATION 

Meeting of the Interagency Task Force 
on Veterans Small Business 
Development 

AGENCY: U.S. Small Business 
Administration (SBA). 
ACTION: Notice of open Federal Advisory 
Committee meeting. 

SUMMARY: The SBA is issuing this notice 
to announce the location, date, time and 
agenda for the next meeting of the 
Interagency Task Force on Veterans 
Small Business Development (Task 
Force). The meeting is open to the 
public. 

DATES: Wednesday, December 5, 2018, 
from 1:00 p.m. to 4:00 p.m. EST. 
ADDRESSES: The meeting will be held at 
SBA, 409 3rd Street SW, Eisenhower 
Conference Room B, Washington, DC 
20416, and via webinar. 
FOR FURTHER INFORMATION CONTACT: The 
meeting is open to the public; however 
advance notice of attendance is 
requested. To RSVP and confirm 
attendance, the general public should 
email veteransbusiness@sba.gov with 

subject line—‘‘RSVP for 12/5/18 IATF 
Public Meeting.’’ 

Anyone wishing to make comments to 
the Task Force must contact SBA’s 
Office of Veterans Business 
Development (OVBD) no later than 
December 1, 2018 via email 
veteransbusiness@sba.gov, or via phone 
at (202) 205–6773. Comments for the 
record will be limited to five minutes to 
accommodate as many participants as 
possible. 

Additionally, special accommodation 
requests should also be directed to 
OVBD at (202) 205–6773 or 
veteransbusiness@sba.gov. For more 
information on veteran owned small 
business programs, please visit 
www.sba.gov/ovbd. 

Security instructions: Those attending 
the meeting are encouraged to arrive 
early to allow for security clearance into 
the building. Attendees should use the 
main entrance to access SBA 
headquarters, at 3rd and D Streets SW. 
For security purposes attendees must: 

1. Present a valid photo ID to receive 
a visitor badge. 

2. Know the name of the event being 
attended: The meeting event is the 
Advisory Committee on Veterans 
Business Affairs (ACVBA). 

3. Visitor badges are issued by the 
security officer at the main entrance. 
Visitors are required to display their 
visitor badge at all times while inside 
the building. 

4. Laptops and other electronic 
devices may be inspected and logged for 
identification purposes. 

5. Due to limited parking options, 
Metro’s Federal Center SW station is the 
easiest way to access SBA headquarters. 

SUPPLEMENTARY INFORMATION: Pursuant 
to section 10(a)(2) of the Federal 
Advisory Committee Act (5 U.S.C., 
Appendix 2), SBA announces the 
meeting of the Interagency Task Force 
on Veterans Small Business 
Development (Task Force). The Task 
Force is established pursuant to 
Executive Order 13540 to coordinate the 
efforts of Federal agencies to improve 
capital, business development 
opportunities, and pre-established 
federal contracting goals for small 
business concerns owned and 
controlled by veterans and service- 
disabled veterans. The purpose of this 
meeting is to discuss efforts that support 
service-disabled veteran-owned small 
businesses, updates on past and current 
events, and the Task Force’s objectives 
for fiscal year 2019. 

Dated: November 8, 2018. 
Nicole Nelson, 
Committee Management Officer (Acting). 
[FR Doc. 2018–24893 Filed 11–14–18; 8:45 am] 

BILLING CODE P 

SMALL BUSINESS ADMINISTRATION 

[Disaster Declaration #15698 and #15699; 
South Carolina Disaster Number SC–00054] 

Presidential Declaration Amendment of 
a Major Disaster for the State of South 
Carolina 

AGENCY: U.S. Small Business 
Administration. 
ACTION: Amendment 5. 

SUMMARY: This is an amendment of the 
Presidential declaration of a major 
disaster for the State of South Carolina 
(FEMA–4394–DR), dated 09/21/2018. 

Incident: Hurricane Florence. 
Incident Period: 09/08/2018 through 

10/08/2018. 
DATES: Issued on 11/05/2018. 

Physical Loan Application Deadline 
Date: 12/05/2018. 

Economic Injury (EIDL) Loan 
Application Deadline Date: 06/21/2019. 
ADDRESSES: Submit completed loan 
applications to: U.S. Small Business 
Administration, Processing and 
Disbursement Center, 14925 Kingsport 
Road, Fort Worth, TX 76155. 
FOR FURTHER INFORMATION CONTACT: A. 
Escobar, Office of Disaster Assistance, 
U.S. Small Business Administration, 
409 3rd Street SW, Suite 6050, 
Washington, DC 20416, (202) 205–6734. 
SUPPLEMENTARY INFORMATION: The notice 
of the President’s major disaster 
declaration for the State of South 
Carolina, dated 09/21/2018, is hereby 
amended to extend the deadline for 
filing applications for physical damages 
as a result of this disaster to 12/05/2018. 

All other information in the original 
declaration remains unchanged. 

Catalog of Federal Domestic Assistance 
Number 59008. 

James Rivera, 
Associate Administrator for Disaster 
Assistance. 
[FR Doc. 2018–24892 Filed 11–14–18; 8:45 am] 

BILLING CODE 8025–01–P 

SOCIAL SECURITY ADMINISTRATION 

[Docket No. SSA–2018–0064] 

Privacy Act of 1974; System of 
Records 

AGENCY: Office of the General Counsel, 
Social Security Administration (SSA). 
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ACTION: Notice of a new system of 
records. 

SUMMARY: In accordance with the 
Privacy Act, we are issuing public 
notice of our intent to establish a new 
system of records entitled, Requests for 
Waiver of Employee Salary 
Overpayments (60–0271). This notice 
publishes details of the system as set 
forth below under the caption, 
SUPPLEMENTARY INFORMATION. 
DATES: The system of records notice 
(SORN) is applicable upon its 
publication in today’s Federal Register, 
with the exception of the routine uses 
which are effective December 17, 2018. 
We invite public comment on the 
routine uses or other aspects of this 
SORN. In accordance with 5 U.S.C. 
552a(e)(4) and (e)(11), the public is 
given a 30-day period in which to 
submit comments. Therefore, please 
submit any comments by December 17, 
2018. 
ADDRESSES: The public, Office of 
Management and Budget (OMB), and 
Congress may comment on this 
publication by writing to the Executive 
Director, Office of Privacy and 
Disclosure, Office of the General 
Counsel, SSA, Room G–401 West High 
Rise, 6401 Security Boulevard, 
Baltimore, Maryland 21235–6401, or 
through the Federal e-Rulemaking Portal 
at http://www.regulations.gov, please 
reference docket number SSA–2018– 
0064. All comments we receive will be 
available for public inspection at the 
above address and we will post them to 
http://www.regulations.gov. 
FOR FURTHER INFORMATION CONTACT: 
Corey Smith, Government Information 
Specialist, Privacy Implementation 
Division, Office of Privacy and 
Disclosure, Office of the General 
Counsel, SSA, G–401 West High Rise, 
6401 Security Boulevard, Baltimore, 
Maryland 21235–6401, telephone: (410) 
966–1768, email: Corey.D.Smith@
ssa.gov. 
SUPPLEMENTARY INFORMATION: We are 
establishing a new system of records to 
record agency decisions for requests for 
waivers of employee overpayments and 
requests for employee hearings 
contesting the validity of the debt. Title 
31 Section 3711 of the United States 
Code provides that the head of an 
executive agency shall try to collect a 
claim of the United States Government 
for money or property arising out of the 
activities of, or referred to, the agency 
after providing proper notice and 
explanation of the right to dispute the 
agency’s information regarding the 
claim or for administrative review of the 
claim. Title 5 Section 5584 of the United 

States Code provides that a claim of the 
United States against a person arising 
out of an erroneous payment of pay or 
allowances made on or after July 1, 
1960, or arising out of an erroneous 
payment of travel, transportation or 
relocation expenses and allowances, to 
an employee of the agency, the 
collection of which would be against 
equity and good conscience and not in 
the best interests of the United States, 
may be waived in whole or in part by 
the authorized official, the head of the 
agency and the Director of the 
Administrative Office of the United 
States Courts. The authority to waive 
employee salary overpayments has been 
delegated to the heads of Federal 
agencies, thus we are establishing this 
system of records. 

In accordance with 5 U.S.C. 552a(r), 
we have provided a report to OMB and 
Congress on this new system of records. 

Dated: November 5, 2018. 
Mary Zimmerman, 
Acting Executive Director, Office of Privacy 
and Disclosure, Office of the General Counsel. 

SYSTEM NAME AND NUMBER: 

Requests for Waiver of Employee 
Salary Overpayments, 60–0271. 

SECURITY CLASSIFICATION: 

Unclassified. 

SYSTEM LOCATION: 

Social Security Administration, Office 
of the General Counsel, Office of 
General Law, West High Rise Building, 
6401 Security Boulevard, Baltimore, MD 
21235. 

SYSTEM MANAGER(S): 

Associate General Counsel, Social 
Security Administration, Office of the 
General Counsel, Office of General Law, 
West High Rise Building, 6401 Security 
Boulevard, Baltimore, MD 21235, 
ogc.ogl.correspondence@ssa.gov. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

Title 5 Sections 5514 and 5584 and 
Title 31 Section 3711 of the United 
States Code and 20 CFR part 422. 

PURPOSE(S) OF THE SYSTEM: 

We will use the information we 
collect to make administrative decisions 
on employee salary overpayment 
waiver, requests and appeals. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Individuals who are current or former 
SSA employees who file administrative 
requests and appeals with SSA, for 
waiver of their salary and travel 
reimbursement overpayments. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
This system maintains information 

that we collect for the administrative 
request and appeals process. This may 
include contact information; 
information pertaining to the requestor/ 
employee debtor and appeals, initial 
request or appeal, personnel records, 
reports of investigation, 
recommendations and waiver decision 
letters. 

RECORD SOURCE CATEGORIES: 
We obtain information in this system 

from employees and former employees, 
personnel, program and component 
offices, and other Federal agencies as 
necessary, including our payroll 
provider. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
PURPOSES OF SUCH USES: 

We will disclose records pursuant to 
the following routine uses, however, we 
will not disclose any information 
defined as ‘‘return or return 
information’’ under 26 U.S.C. 6103 of 
the Internal Revenue Service Code, 
unless authorized by statute, the 
Internal Revenue Service (IRS), or IRS 
regulations. 

1. To a congressional office in 
response to an inquiry from that office 
made on behalf of, and at the request of, 
the subject of the record or a third party 
acting on the subject’s behalf. 

2. To the Office of the President in 
response to an inquiry from that office 
made on behalf of, and at the request of, 
the subject of the record or a third party 
acting on the subject’s behalf. 

3. To Federal, State and local 
government agencies, private 
individuals, private attorneys, or other 
representatives or individuals working 
on behalf of the employee or former 
employee in seeking waiver of the 
overpayment, and other persons or 
entities with relevant information for 
the purpose of investigating, settling, or 
adjudicating claims. 

4. To student volunteers, individuals 
working under a personal services 
contract, and other workers who 
technically do not have the status of 
Federal employees, when they are 
performing work for SSA, as authorized 
by law, and they need access to 
personally identifiable information (PII) 
in SSA records in order to perform their 
assigned agency duties. 

5. To the National Archives and 
Records Administration (NARA) under 
44 U.S.C. 2904 and 2906. 

6. To appropriate agencies, entities, 
and persons when: 

(a) SSA suspects or has confirmed 
that there has been a breach of the 
system of records; 
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(b) SSA has determined that as a 
result of the suspected or confirmed 
breach, there is a risk of harm to 
individuals, SSA (including its 
information systems, programs, and 
operations), the Federal Government, or 
national security; and 

(c) the disclosure made to such 
agencies, entities, and persons is 
reasonably necessary to assist in 
connection with SSA’s efforts to 
respond to the suspected or confirmed 
breach or to prevent, minimize, or 
remedy such harm. 

7. To the Department of Justice (DOJ), 
a court or other tribunal, or another 
party before such court or tribunal, 
when: 

(a) SSA, or any component thereof; or 
(b) any SSA employee in his/her 

official capacity; or 
(c) any SSA employee in his/her 

individual capacity where DOJ (or SSA 
when it is authorized to do so) has 
agreed to represent the employee; or 

(d) the United States, or any agency 
thereof, when SSA determines the 
litigation is likely to affect the 
operations of SSA or any of its 
components, 

is a party to the litigation or has an 
interest in such litigation, and SSA 
determines that the use of such records 
by DOJ, a court or other tribunal, or 
another party before the court or 
tribunal is relevant and necessary to the 
litigation, provided, however, that in 
each case, the agency determines that 
disclosure of the records to DOJ, court 
or other tribunal, or another party is a 
use of the information contained in the 
records that is compatible with the 
purpose for which the records were 
collected. 

8. To contractors and other Federal 
agencies, as necessary, for the purpose 
of assisting SSA in the efficient 
administration of its programs. We will 
disclose information under this routine 
use only in situations in which SSA 
may enter into a contractual or similar 
agreement with a third party to assist in 
accomplishing an agency function 
relating to this system of records. 

9. To Federal, State, and local law 
enforcement agencies and private 
security contractors, as appropriate, 
information necessary: 

(a) to enable them to protect the safety 
of SSA employees and customers, the 
security of the SSA workplace, and the 
operation of SSA facilities, or 

(b) to assist in investigations or 
prosecutions with respect to activities 
that affect such safety and security or 
activities that disrupt the operation of 
SSA facilities. 

10. To third parties when an 
individual involved with the claim 

needs assistance to communicate 
because a hearing impairment or a 
language barrier exists (e.g., interpreters, 
telecommunications relays system 
operators, etc.). 

11. To the Equal Employment 
Opportunity Commission when 
requested in connection with 
investigation into alleged or possible 
discriminatory practices in the Federal 
sector, examination of Federal 
affirmative employment programs, 
compliance by Federal agencies with 
the Uniform Guidelines on Employee 
Procedures, or other functions vested in 
the Commission. 

12. To the Office of Personnel 
Management, Merit Systems Protection 
Board, or the Office of Special Counsel 
in connection with appeals, special 
studies of the civil service and other 
merit systems, review of rules and 
regulations, investigations of alleged or 
possible prohibited personnel practices, 
and other such functions promulgated 
in 5 U.S.C. Chapter 12, or as may be 
required by law. 

13. To the Federal Labor Relations 
Authority, the Office of the Special 
Counsel, the Federal Mediation and 
Conciliation Service, the Federal 
Service Impasses Panel, or an arbitrator 
requesting information in connection 
with the investigations of allegations of 
unfair practices, matters before an 
arbitrator or the Federal Service 
Impasses Panel. 

14. To another Federal agency or 
Federal entity, when SSA determines 
that information from this system of 
records is reasonably necessary to assist 
the recipient agency or entity in: 

(a) responding to a suspected or 
confirmed breach; or 

(b) preventing, minimizing, or 
remedying the risk of harm to 
individuals, the recipient agency or 
entity (including its information 
systems, programs, and operations), the 
Federal Government, or national 
security, resulting from a suspected or 
confirmed breach. 

POLICIES AND PRACTICES FOR STORAGE OF 
RECORDS: 

We maintain records in this system in 
paper and electronic form. 

POLICIES AND PRACTICES FOR RETRIEVAL OF 
RECORDS: 

We retrieve records by the name of 
the employee, former employee, or 
individual requesting the waiver of 
overpayment. 

POLICIES AND PRACTICES FOR RETENTION AND 
DISPOSAL OF RECORDS: 

We retain the records for a period of 
six years in accordance with the 
approved National Archives and 

Records Schedule N1–47–10–4. The 
Office of the General Counsel reserves 
the right to retain for an indefinite 
period certain records that, in the 
judgment of that office are of 
precedential value. 

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL 
SAFEGUARDS: 

We retain electronic and paper files 
containing personal identifiers in secure 
storage areas accessible only by our 
authorized employees and contractors 
who have a need for the information 
when performing their official duties. 
Security measures include, but are not 
limited to, the use of codes and profiles, 
personal identification number and 
password, and personal identification 
verification cards. We restrict access to 
specific correspondence within the 
system based on assigned roles and 
authorized users. We use audit 
mechanisms to record sensitive 
transactions as an additional measure to 
protect information from unauthorized 
disclosure or modification. We keep 
paper records in locked cabinets within 
secure areas, with access limited to only 
those employees who have an official 
need for access in order to perform their 
duties. 

We annually provide our employees 
and contractors with appropriate 
security awareness training that 
includes reminders about the need to 
protect PII and the criminal penalties 
that apply to unauthorized access to, or 
disclosure of, PII (5 U.S.C. 552a(i)(1)). 
Furthermore, employees and contractors 
with access to databases maintaining PII 
must sign a sanctions document 
annually, acknowledging their 
accountability for inappropriately 
accessing or disclosing such 
information. 

RECORD ACCESS PROCEDURES: 
Individuals may submit requests for 

information about whether this system 
contains a record about them by 
submitting a written request to the 
system manager at the above address, 
which includes their name, SSN, or 
other information that may be in this 
system of records that will identify 
them. Individuals requesting 
notification of, or access to, a record by 
mail must include: (1) A notarized 
statement to us to verify their identity; 
or (2) must certify in the request that 
they are the individual they claim to be 
and that they understand that the 
knowing and willful request for, or 
acquisition of, a record pertaining to 
another individual under false pretenses 
is a criminal offense. 

Individuals requesting notification of 
or access to, records in person must 
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provide their name, SSN, or other 
information that may be in this system 
of records that will identify them, as 
well as provide an identity document, 
preferably with a photograph, such as a 
driver’s license. Individuals lacking 
identification documents sufficient to 
establish their identity must certify in 
writing that they are the individual they 
claim to be and that they understand 
that the knowing and willful request for, 
or acquisition of, a record pertaining to 
another individual under false pretenses 
is a criminal offense. 

These procedures are in accordance 
with our regulations at 20 CFR 401.40 
and 401.45. 

CONTESTING RECORD PROCEDURES: 

Same as record access procedures. 
Individuals should also reasonably 
identify the record, specify the 
information they are contesting, and 
state the corrective action sought and 
the reasons for the correction with 
supporting justification showing how 
the record is incomplete, untimely, 
inaccurate, or irrelevant. These 
procedures are in accordance with our 
regulations at 20 CFR 401.65(a). 

NOTIFICATION PROCEDURES: 
Same as record access procedures. 

These procedures are in accordance 
with our regulations at 20 CFR 401.40 
and 401.45. 

EXEMPTIONS PROMULGATED FOR THE SYSTEM: 

None. 

HISTORY: 

None. 
[FR Doc. 2018–24908 Filed 11–14–18; 8:45 am] 

BILLING CODE P 

SOCIAL SECURITY ADMINISTRATION 

[Docket No. SSA–2018–0004] 

Privacy Act of 1974; System of 
Records 

AGENCY: Deputy Commissioner for 
Human Resources, Social Security 
Administration (SSA). 
ACTION: Notice of a new system of 
records. 

SUMMARY: In accordance with the 
Privacy Act, we are issuing public 
notice of our intent to establish a new 
system of records entitled, Security and 
Suitability Files (60–0377). This notice 
publishes details of the new system as 
set forth under the caption, 
SUPPLEMENTARY INFORMATION. 
DATES: The system of records notice 
(SORN) is applicable upon its 
publication in today’s Federal Register, 

with the exception of the routine uses, 
which are effective December 17, 2018. 
We invite public comment on the 
routine uses or other aspects of this 
SORN. In accordance with 5 U.S.C. 
552a(e)(4) and (e)(11), the public is 
given a 30-day period in which to 
submit comments. Therefore, please 
submit any comments by December 17, 
2018. 

ADDRESSES: The public, Office of 
Management and Budget (OMB), and 
Congress may comment on this 
publication by writing to the Executive 
Director, Office of Privacy and 
Disclosure, Office of the General 
Counsel, SSA, Room G–401 West High 
Rise, 6401 Security Boulevard, 
Baltimore, Maryland 21235–6401, or 
through the Federal e-Rulemaking Portal 
at http://www.regulations.gov, please 
reference docket number SSA–2018– 
0004. All comments we receive will be 
available for public inspection at the 
above address and we will post them to 
http://www.regulations.gov. 

FOR FURTHER INFORMATION CONTACT: 
Jasson Seiden, Government Information 
Specialist, Privacy Implementation 
Division, Office of Privacy and 
Disclosure, Office of the General 
Counsel, SSA, Room G–401 West High 
Rise, 6401 Security Boulevard, 
Baltimore, Maryland 21235–6401, 
telephone: (410) 597–4307, email: 
Jasson.Seiden@ssa.gov. 

SUPPLEMENTARY INFORMATION: Persons 
appointed to, and under consideration 
for, Federal service or contract 
employment are required, with limited 
exceptions, to submit to a suitability 
background investigation. In addition, 
other individuals granted access to 
agency facilities and records may be 
required to complete such an 
investigation. The Deputy 
Commissioner for Human Resources, 
Office of Personnel, Center for 
Suitability and Personnel Security 
(CSPS) oversees and is responsible for 
adjudicating these investigations. 
Suitability and security related 
information that we collect during the 
investigations process and send to the 
Office of Personnel Management (OPM) 
is covered by OPM/Central-9, Personnel 
Investigations Records. The new 
Security and Suitability Files system of 
records covers suitability and security 
related information that we generate 
during the investigation process but that 
we do not send to OPM. We will use the 
information we collect to conduct 
background investigations for the 
purpose of establishing that individuals 
employed by us, working under contract 
for us, or otherwise granted access to 

our facilities and records are suitable for 
such employment or access. 

In accordance with 5 U.S.C. 552a(r), 
we have provided a report to OMB and 
Congress on this new system of records. 

Dated: June 5, 2018. 
Mary Ann Zimmerman, 
Acting Executive Director, Office of Privacy 
and Disclosure, Office of the General Counsel. 

Editorial note: This document was 
received for publication by the Office of the 
Federal Register on November 8, 2018. 

System Name and Number 
Security and Suitability Files, 60–0377 

SECURITY CLASSIFICATION: 

Unclassified. 

SYSTEM LOCATION: 

Social Security Administration, 
Deputy Commissioner for Human 
Resources, Office of Personnel, Center 
for Suitability and Personnel Security 
(CSPS), 6401 Security Boulevard, 
Baltimore, MD 21235; or the initiating 
regional office (See Appendix C for 
address information). 

Office of Personnel Management, 
National Background Investigations 
Bureau (NBIB), 1137 Branchton Road, 
PO Box 618, Boyers, PA 16018. 

Defense Information Systems Agency 
(DISA), DISA Defense Enterprise 
Computing Center (DECC), 3990 E Broad 
Street, Columbus, OH 43213–1152. 

SYSTEM MANAGER(S): 

Social Security Administration, 
Deputy Commissioner for Human 
Resources, Office of Personnel, Center 
for Suitability and Personnel Security 
(CSPS), 6401 Security Boulevard, 
Baltimore, MD 21235; or the initiating 
regional office (See Appendix C for 
address information). 

csps.controls.response@ssa.gov. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

Section 205(a) of the Social Security 
Act, as amended, HSPD–12 (Policy for 
a Common Identification Standard for 
Federal Employees and Contractors), 
Executive Orders 13764 (Amending the 
Civil Service Rules, Executive Order 
13488, and Executive Order 13467 To 
Modernize the Executive Branch-Wide 
Governance Structure and Processes for 
Security Clearances, Suitability and 
Fitness for Employment, and 
Credentialing, and Related Matters) and 
12968 (Access to Classified 
Information), Sections 3301 and 3302 of 
Title 5, U.S.C., and Parts 5, 731, 732, 
and 736 of Title 5 of the Code of Federal 
Regulations; and Fair Credit Reporting 
Act. 
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